
 

 

Whistleblower Policy  
 

1. Objective 
This Whistleblowing Policy is established to encourage employees and related parties 

to report any misconduct or illegal activities, such as fraud, violations of ethics, rules, 
regulations, or other requirements occurring within the company. 

This policy also aims to protect whistleblowers from retaliation or punishment by 
ensuring the confidentiality of their identity and safeguarding their privacy. 
 
2. Scope 
This policy covers: 

• All company employees, including permanent, contract, and temporary staff 
• Business partners, suppliers, contractors, and external parties involved in the 

company’s operations 
• Reports concerning fraud, corruption, violations of laws, ethics, or organizational 

safety 
 

3. Definitions 

• Whistleblowing: The act of reporting any illegal, fraudulent, or inappropriate conduct 
occurring within the organization by employees or related parties. 

• Whistleblower: An employee or external party who reports information about illegal 
acts, fraud, or violations of ethics. 

• Retaliation: Any action taken against a whistleblower that causes adverse 
consequences, such as dismissal, demotion, or intimidation, in response to their 
whistleblowing. 
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4. Whistleblowing Reporting 
4.1 Reporting Channels 

• The company provides secure and confidential channels for whistleblowing reports 
as follows: 

• Email: Employees can send reports via email to the Human Resources Manager or 
the Compliance Committee at info@mlightbr.com 

• Whistleblowing Drop Box: The company will place whistleblowing drop boxes in 
easily accessible areas within the company. Reports will be kept confidential and 
regularly reviewed. 

• Online Whistleblowing Form: Employees can submit reports through an online form 
without providing their name, and all submissions will be treated as confidential. 

• Link to the form: https://forms.gle/hwnEEA8KFAPBKB4NA 
 
4.2 Information to be Reported  
When submitting a whistleblowing report, the whistleblower should provide clear and 
specific information, including: 

• The nature of the suspected fraud, misconduct, or wrongdoing 

• The date, time, and location of the incident 

• The names of the individuals involved (if known) 

• Any documents or evidence that can support the report 
 
5. Protection of Whistleblowers 
5.1 Confidentiality 

The company will protect the confidentiality of whistleblowers and will not disclose 
their identity, except where disclosure is required by law or is necessary for the purpose of 
an investigation. 



 

 

5.2 Protection from Retaliation 
Whistleblowers will be protected from any form of retaliation, such as dismissal, 

demotion, threats, or harassment in the workplace. 
If a whistleblower believes they are being retaliated against as a result of making a 

report, they may report the matter directly to the Human Resources Department or the 
Investigation Committee. 
 
5.3 Legal Protection :  

The company will comply with all applicable laws and regulations related to the 
protection of whistleblowers’ rights to ensure that whistleblowers are legally protected. 
 
6. Investigation Process 
6.1 Initial Assessment 

Upon receiving a whistleblowing report, the company will conduct an initial 
assessment to evaluate the credibility and reasonableness of the information provided. If 
sufficient information is available, a formal investigation process will be initiated. 
 
6.2 Appointment of Investigation Committee 

The company will establish an investigation committee that is impartial and has the 
necessary expertise to conduct a fact-finding investigation. Investigators must have no 
conflict of interest or involvement in the reported incident. 
 
6.3 Evidence Collection 

The investigation committee will collect all relevant evidence related to the 
whistleblowing report, such as documents, records, witness statements, and other 
supporting materials, to analyze and verify the facts. 
 
  



 

 

6.4 Investigation Outcome 
Upon completion of the investigation, the committee will prepare an investigation report 
and submit it to senior management for further action. 
If wrongdoing is confirmed, the company will take appropriate disciplinary or legal action as 
necessary. 
 
7. Prevention and Corrective Actions 
7.1 Preventive Measures 

The company will consider the results of the investigation and implement preventive 
measures to avoid similar incidents in the future, such as improving processes, reviewing 
policies and regulations, or strengthening compliance with laws and regulations. 
 
7.2 Corrective Actions 

If wrongdoing is confirmed, the company will take corrective actions in accordance 
with established procedures, such as taking disciplinary action against the offender, 
addressing process deficiencies, or pursuing legal claims for damages. 
8. Training and Communication 
8.1 Employee Training 

The company will provide training for all employees on the Whistleblowing Policy to 
ensure they understand their rights, the reporting channels available, and the protections 
they are entitled to when making a report. 
 
8.2 Internal Communication 

The company will communicate the Whistleblowing Policy through various channels, 
such as staff meetings, email announcements, and internal media, to raise awareness and 
encourage reporting of any suspected misconduct. 

 
  



 

 

9. Policy Review 
The company will review this Whistleblowing Policy at least once a year, or 

whenever there are changes in relevant laws or regulations, to ensure that the policy 
remains compliant with current legal and regulatory requirements. 
 
Conclusion 

This Whistleblowing Policy is established to provide employees and external parties 
with a safe channel to report fraud, illegal acts, or unfair practices within the organization 
without fear of retaliation or harm. By protecting the confidentiality of whistleblowers and 
conducting investigations fairly, the policy aims to uphold organizational integrity and 
promote awareness among all employees of their responsibility to adhere to ethical 
standards and legal requirements. 
 

 










